
IIIIP ChannelThe understanding of the loss 
hara
teristi
s of the IP 
hannel is import-ant for its simulation and 
onstru
tion of a 
hannel 
oding s
heme 
apable toover
ome asso
iated problems. This 
hapter will 
over the modeling of theIP 
hannel as a Pa
ket Erasure Channel (PEC) and the erasure prote
tions
hemes most 
ommonly employed for Transport Streams over IP.III.1 IP as a Pa
ket Erasure ChannelThe IP 
hannel 
an be modeled as a Dis
rete Memoryless Channel(DMC) with input x and output y. It is said Dis
rete, be
ause the alphabetfor the input variables is �nite and Memoryless, be
ause output of the 
hannelis not dependant on the values transmitted in previous time intervals.A Binary Erasure Channel (BEC) is a DMC that serves as a model forthe IP 
hannel. The BEC 
hannel input X 
an assume 0 or 1, while its output
Y 
an assume one of the values 0, 1 or e, where e means erasure. The 
hannelerasure probability is represented by Pe. Given these parameters, the followingprobabilities 
an be used to des
ribe the BEC 
hannel:

P (Y = 0|X = 0) = 1− Pe

P (Y = e|X = 0) = Pe

P (Y = 1|X = 0) = 0

P (Y = e|X = 1) = Pe

P (Y = 0|X = 1) = 0

P (Y = 1|X = 1) = 1− PeA BEC with erasure probability Pe has 
apa
ity C = 1−Pe. The Capa
ityis expressed in terms of per 
hannel use and is di�erent from the Bandwidth B,spe
i�ed in the standards 
ommonly referen
ed to during system design, whi
h
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Chapter III. IP Channel 30

Figure III.1: Binary Erasure Channelrepresents the amount of 
hannel uses per time interval. The appli
ation beingtransmitted will use the available rate, whi
h 
an be expressed in terms of theavailable Bandwidth and the Capa
ity: R = C ∗B.Sin
e the atomi
 units or symbols for 
hannel en
oding are not ones andzero solely and the end-to-end IP path is rarely uniform in terms of loss pattern,the "pure single" BEC 
hannel is not a realisti
 approa
h for the s
enario
onsidered herein. As in [10℄, three aspe
ts for a more realisti
 modeling ofBEC 
hannels 
an be 
onsidered:� 
as
aded BEC 
hannels;� 
hannels with input given by ve
tors of bits, i.e. pa
kets;� 
hannels with feedba
k.The 
as
ade approa
h 
onsiders that the pa
kets travel through linksde�ned by di�erent erasure probabilities Pe and that these are independentfrom ea
h other. Considering that the individual 
hannel erasure probabilitiesare given by δ, the end-to-end 
apa
ity Cε is given by the produ
t of theindividual 
apa
ities and �nally the end-to-end loss probability δε is obtainedfrom Cε:
Pe(Y = e|Xi) = δi , i ∈ 1, 2, ..., L

Cε = ΠL
i=1(1− δi)

δε = 1−ΠL
i=1(1− δi)It 
an be noted that the 
apa
ity of an end-to-end route 
omposed byseveral links is bounded by the 
apa
ity of the "worst" link in the route. The
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31 III.2. Over
oming Pa
ket Drops and Jitterlink with minimum 
apa
ity provides information on the performan
e upperbound for the overall route. Likewise, the total rate Rt is bounded by theminimum rate throughout the route.
Cε ≤ Cmin = min

i
(Ci)

Rt ≤ min
i
(Ri) = min

i
(BiCi)When the amount of transmission errors or information lost along the
ommuni
ation's path trespasses the thresholds supported by the lower levelproto
ols, a pa
ket loss at transport layer is de
lared, i.e. an RTP pa
ket isdropped. In this 
ase, all bits in that pa
ket are dis
arded. It 
an be 
on
ludedthat all bits within the same pa
ket are fully dependent on ea
h other, sin
eeither all bits are re
eived su

essfully or all bits are not re
eived at all. Hen
e,the IP 
hannel 
an be viewed as a Pa
ket Erasure 
hannel (PEC) or it 
an alsobe referred to as an M-ary Erasure Channel. In this approa
h the input X isa ve
tor of random variables, where ea
h of its elements is a binary randomvariable. The output Y 
an result in "erasure" or all possible input ve
tors.Sin
e the 
onditional probabilities are independent of the input ve
tor, thePEC will have the same 
apa
ity expressed in terms of erasure probability asthe BEC. The Capa
ity of the PEC is expressed in Pa
kets per 
hannel useinstead of bits per 
hannel use as in the BEC 
ase.

X = {X1, X2, ..., Xn}
Y = {Y1, Y2, ..., Yn, e}

P [Y = e|X ] = δ

P [Y = X|X ] = 1− δ

III.2 Over
oming Pa
ket Drops and JitterAs seen in the previous se
tion, the IP 
hannel 
an be modeled as aPa
ket Erasure Channel, sus
eptible to servi
e a�e
ting issues. The most
ommonly employed method to mitigate the pa
ket losses and assure pa
ketdelivery, is the well known Automati
 Repeat Request(ARQ) Proto
ol, whi
h
onsists in the retransmission of the dropped 
ontent as per re
eivers' requests.An overview of this method is presented in the next sub-se
tion. A referen
efor ARQ is found in [11℄.
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Chapter III. IP Channel 32The bandwidth wastefulness inherent to simple retransmission net-work proto
ols, when fa
ing signi�
ant rates of pa
ket drops, motivates thedeployment of erasure 
orre
tion te
hniques, spe
ially for laten
y 
riti
alappli
ations, su
h as transport of real-time multimedia. There are s
hemesavailable, whi
h are de�ned by RFC's and re
ommendations. A 
ommonlyemployed s
heme will be presented in the se
ond part of this se
tion and thesame will be used in the simulations presented in the next 
hapter.(a) Automati
 Repeat Request (ARQ)Automati
-Repeat-Request proto
ols 
an be divided in pure ARQ te
h-niques, where the transmitter keeps re-sending the pa
kets, upon re
eiver re-quests and Hybrid ARQ, where both retransmission and 
hannel 
oding areemployed.In ARQ s
hemes, the re
eiver makes use of a
knowledgement (ACK)or non-a
knowledgement (NACK) messages to inform to the transmitter if aparti
ular pa
ket has been properly re
eived, or else, if pa
ket re-transmissionis needed.Stop-and-Wait is the �rst and most basi
 pure ARQ te
hnique � thetransmitter only sends the next pa
ket upon re
eption of an ACK of the mostre
ently transmitted pa
ket and, otherwise, upon re
eption of a NACK, thepa
ket is retransmitted until su

essful re
eption is de
lared. A mandatory, idletime is a

umulated while waiting for the re
eiver's feedba
k. The transmitterwastes mu
h time in idle state, making this s
heme highly ine�
ient.The evolution of Stop-and-Wait proto
ol is known as Go-ba
k-N. Thetransmitter does not have to wait for an ACK message before pro
eedingwith the pa
kets transmission, what redu
es the time intervals spent on idlestate. Pa
kets are 
ontinuously transmitted and only upon re
eption of a NACKmessage for a parti
ular pa
ket, the transmitter will go ba
k and retransmitall pa
kets from that point on.Further improvement 
an be obtained with Sele
tive-Repeat ARQ s
heme.It is similar to its ante
essor, in the sense that the transmitter does not haveto wait for the arrival of ACK messages, before pro
eeding with transmission ofthe pa
ket sequen
e. Moreover, only those pa
kets 
ontemplated with NACKmessages are subje
t to retransmission. This s
heme requires a bu�er inthe re
eiver large enough to store all transmitted pa
kets that follow theuna
knowledged pa
ket.Improved variations 
an be built, whi
h are a 
ombination of Sele
tive-
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33 III.2. Over
oming Pa
ket Drops and JitterRepeat and Go-ba
k-N proto
ols. An example of a simple 
ombination is aproto
ol, whi
h works under Sele
tive-Repeat mode until a pre-de�ned amountof retransmissions µ for any given pa
ket, without re
eiving an ACK. At thispoint, the proto
ol enters a Go-ba
k-N mode, where it remains until an ACK isre
eived, when it swit
hes ba
k to Sele
tive-Repeat.Finally, retransmission based proto
ols whi
h also make use of 
hannel
oding, have been proposed. These s
hemes, known as Hybrid-ARQ, 
an be
lassi�ed in two types. Type-I Hybrid ARQ transmits pa
kets 
arrying datathat are FEC en
oded. If at the re
eiving end, the pa
ket 
annot be su

essfullyde
oded, it is dis
arded by the re
eiver and a retransmission request is sent.Type II Hybrid ARQ s
hemes also transmit FEC en
oded pa
kets.However, in the event that a failure is de
lared, additional parity symbols only,instead of the entire pa
ket, are transmitted. A des
ription of su
h s
hemes
an be found in [10℄.(b) Channel Coding for Video over IPThis sub-se
tion reviews the erasure prote
tion s
hemes most 
ommonlyemployed for prote
tion of real-time multi-media over IP. These will provide
omparison parameters in the simulations presented in Chapter IV.The RFC2733 [4℄ de�nes a payload format for the RTP pa
ket in orderfor it to support generi
 erasure 
orre
tion of real time media, su
h as MPEG-2 Transport Streams. It mentions Reed-Solomon and Hamming, but does notde�ne any spe
i�
 parameters, su
h as whi
h 
ode dimension to use or rate.The Pro-MPEG FEC Code of Pra
ti
e 3.2(CoP3.2) [20℄ is highly avail-able in systems transmitting Transport Streams over IP networks. It makesuse of the payload format spe
i�ed by the RFC2733 and moreover, it de�neshow the input symbols have to be arranged with respe
t to dimension andinterleaving of the 
hannel en
oder's input blo
k. It also de�nes a se
ond di-mension for the 
hannel 
oding s
heme in order to 
ope with erasure patternsnot addressed by the previous RFC.The arrangement of the original stream into the 
ode's input blo
k, asde�ned in the �rst s
heme presented in the CoP.3.2 is shown in �gure III.2.The Bytes of the in
oming RTP pa
kets are arranged as the lines of a matrixand the 
hannel 
ode is applied verti
ally, providing interleaving by a fa
tor
L. The resulting overhead 
an be transmitted through a separate UDP port,in order for non FEC-
ompatible re
eivers to be able to re
eive the 
ontent aswell. This s
heme is useful for re
overy from burst losses (by burst loss it ismeant that a group of neighboring RTP pa
kets is lost). However, if some
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Chapter III. IP Channel 34

Figure III.2: Previous FEC s
hemepun
tual losses o

ur a
ross the same 
olumn (pun
tual loss meaning that asingle RTP pa
ket, in between 
orre
tly re
eived neighboring RTP pa
kets, hasbeen erased) in addition to the burst losses, the de
oding pro
ess might fail.An alternate s
heme presented in CoP3.2 spe
i�es a se
ond dimension forthe FEC 
ode, applied a
ross the lines of the input matrix, as depi
ted in �gureIII.3. The se
ond dimension of the 
ode is intended to 
ope with individualpa
ket drops. A

ording to the spe
i�
ation, the se
ond dimension of the
oding s
heme is transmitted through a third separate UDP port (
onsideringthat the payload and the overhead resulting from the �rst dimension alreadyo

upy two separate ports). The 
omposition of the sour
e blo
ks for ea
h 
odedimension is shown in �gure III.3.The 
hannel de
oder makes use of parti
ular �elds of the header of ea
hRTP pa
ket. A 
omplete des
ription of su
h pa
kets is given in [1℄. The mainheader items that the re
eiver needs to observe for re
overing ea
h 
olumnin
lude the Sequen
e Number (SN), the RTP Pa
ket O�set (L) and the Pa
ketNumbering �eld (NA). All these �elds are explained in the referen
e provided.The spe
i�
ation also makes referen
e to TSP sizes. All equipment musthandle 188-bytes TSPs, whereas 204-byte TSPs are optional. From 1-7 TSPsshould be in
luded in ea
h RTP pa
ket. It is important to 
onsider thenetwork's Maximum Transfer Unit (MTU), sin
e the IP don't fragment bit isset for RTP streaming. By default, IP networks have an MTU of 1,500 bytes.A

ording to the standard, equipment should support RTP pa
kets 
ontaining1, 4 and 7 TSPs as a minimum requirement. The RTP Payload Type, asspe
i�ed in [1℄, has to be equal to 96, whi
h 
orresponds to the �rst available
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35 III.2. Over
oming Pa
ket Drops and Jitter

Figure III.3: Coding s
heme de�ned in CoP 3.2dynami
 identi�
ation.The re
ommendation also makes referen
e to the 
odes' dimensions. Thevalues for L and D, indi
ated in �gure III.3 are bounded as follows:
L ·D ≤ 100

1 ≤ L ≤ 20

4 ≤ D ≤ 20Where L and D are quanti�ed in units of RTP pa
kets.
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